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1 BBeageHue

Hacrosimuii TOKyMEHT COJNIEPKHUT PYKOBOJCTBO IO YCTAHOBKE W OSKCIUTyaTallUd MPOTPAMMHOTO
uznenus [CBicryptTools. PykoBoacTBo BKItOUaeT B ce0si CipaBOYHYI0 HHGPOPMAIHMIO TTO paboTe C

oubmotexoit ICBicryptTools.
2 Ha3Ha4yeHue u ycnoBus npMMeHeHus

2.1 HasHayeHue cuctemsbl

«bubnroTexa 3MeKTPOHHOM MOANUCH U MH(POBaHUS A1 HHPPACTPYKTYPhI 0a3 OTKPBITHIX KIFOUEH
(ICBicryptTools)» npencrasisier co6oit Habop java-OuOINOTEK U BCIOMOTaTeIbHBIX TUHAMHYECKHUX
OuOIMOTEK, MPEJOCTABIAIONUN UHTEp(Ec AN CO3aHusl M MPOBEPKU SJIEKTPOHHOM MOJMIKUCH, a
TaKXke JJIs IMUPPOBaHMS U paclInpoBaHUs JOKYMEHTOB, M NIPEIHA3HAYCHHAS JJIsl BCTPAUBaHUS B
NPUKJIAJHBIE CUCTEMBI, padoTalomKe B paMKax MHPPaCTPyKTypbl 0a3 oTKpwIThIX Kitoder (BOK).

Hcnonszyemoe kpunrorpaduueckoe siapo — ceprudunupoannoe CK3U «bukpunt 5.0».

B nporpammuom uznenuu [CBicryptTools peanuzoBano Beinonaenue ¢ nomoinbio CK3U «bukpunt

5.0» creayronmx OCHOBHBIX (DYHKITU:

—  BrIpabotka 3HaueHHs X31I-(QyHKIUU B cOOTBETCTBUHU ¢ TpeboBanusmu I'OCT P
34.11-94 u I'OCT P 34.11-2012.

—  ®opMHpOBaHUE AIECKTPOHHOM MOAMUCH B COOTBETCTBUH C TPEOOBAHUSIMHU
I'OCT P 34.10-2001 u I'OCT P 34.10-2012.

—  IIpoBepxka nyeKTpOHHOM MOATIHCH.

— IlIudpoanue u pacumdpoBaHrue J0KyMEHTOB.

2.2 YcnoBusi npUMEHEHUA CUCTEMbI
«bubnuoreka 31E€KTPOHHON MOANKMCH U IIUPPOBaHUS U1 HHPPACTPYKTYphl 0a3 OTKPBITHIX KIItOUEH
(ICBicryptTools)» nomkna padorats moxa ynpasiearnem OC, moanepxkuBatonux cpeay JVM Bepcuii

1.6, 1.7, 1.8 u 6oiee MO3OHUX.

3 YctaHoBKa nporpammHoro usgenusa ICBicryptTools

Jns toro uroObl ycraHoBUTH mnporpammHoe wuznenue ICBicryptTools, ciemyer ckomnupoBarthb

conepxumoe quctpudytusa ICBicryptTools Ha sxEcTKuUil TUCK KOMITBIOTEPA.

[Tpu pabote B cpene WebSphere, nepen 3amyckom cucremsl ¢ nogaepxxkoit [10 ICBicryptTools

HEO0OXOAMMO CKONTUPOBATH KIIFOU MHUITMAIM3AIMN TaTIMKa ciIyqdaiHbix yuceln (prnd.db3) B kaTanor
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<user.home>\bicrypt (<user.home> -(System.getProperty(“user.home”)). 3aTtem 3arpy3uTh 4yepes

untepodeiic cpeast WebSphere 6ubanorexu, Heooxoaumeie it padotsl ¢ [10 ICBicryptTools.

4 YpaneHue nporpammHoro usgenus ICBicryptTools

Jist Toro uto0b! yaanuTe nporpammuoe usgenue ICBicryptTools, HEOOX0AMMO YIAIUTh C KECTKOTO

JIMCKa KOMIIBIOTEpA paHee ycTaHoBIeHHbBIE (aiibl quctpudytusa ICBicryptTools.

5 OnucaHue 6MGNUOTEKN
B cocras 6ubmmoteku ICBicryptTools BXOAST cieayroniue Kiracchl.

—  ICErrorlnfo

PrivateKey

— CBicryptTools

—  BicryptSign

— PublicKeyBase

—  CheckBicryptResult
—  ServerDS

- OCSp

—  BicryptCertificate

— BicryptPublicKey

— BigFilelnfo

— Signlnfo
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5.1 MWUcknmoueHusn. Knacc ICException
Bce MCTOAbBI B CJIy4aC BO3HUKHOBCHHUA HCKIFOYHUTCIbHBIX CI/ITyaI_[I/If/'I NEpCHANpPaBIAIOT HX B

BBI3BIBAIOIIHE OUOIHOTEKY (PYHKITHH.

Knacc, onuceiBaronuit uckimouenue: ICException.

Bosmosknbie Bo3Bpamiaemble 3HadeHus ICError (tabauma ICError):

3HauyeHHe Kon TekcToBoe onncanue
ERR OK 0 OmmboK HeT
ERR_MEM 1 HenocraTouno mamsatu
ERR_BAD SIGN 2 IHoanucek HeBepHa
ERR BAD LEN 3 HimmHa Oydepa HeBepHa
ERR _BAD USER 4 JlaHHbBIE OJB30BATEINS HE COOTBETCTBYIOT 0’KHIAEMBIM
ERR_CRYDRV 5 OmmbKa BHYTPESHHETO TECTUPOBAHUS KPHUIITOOTICPAITHIA
ERR_INIT CRYMASK 6 OmmbKa JeKOTUPOBAHUS MacTeP-KITF04a
ERR_NOT _SUPPORTED 8 He mognepxuBaeMast pyHKIHS
ERR_CRC_SK FILE 9 OmmbKa KOHTPOIBHOH CYMMBI (paiiiia ¢ 3aKPBITHIM KITFOYOM
ERR NO_SIGN 11 Her nonnucu
ERR OPEN FILE 12 Ommubxa oTKpeITUSA aiina
ERR OPEN PUB 14 Ommbxa oTkpeITus daitna BOK
ERR_TOO MANY 16 KonngecTBo HOcHTENEH Kif04a MPEBBICHIO MAaKCUMAJIBHO JIOITYCTUMBIH
npeznen
ERR READ MK FILE 18 Ommnbxa yTeHus Qaiisa ¢ MacTep-KIIOM
ERR_SIGN NO REG 19 Wnentudukatop noanucu He 3apeructpupoBad B BOK
ERR BAD SELFTEST 20 BryTpenHne TecTsl OMOIMOTEKH TPOBEACHBI C OMIHOKOI
ERR GK READ 21 OmmbKa YTeHUs TIABHOTO KITI0Ya
ERR UZ READ 22 OmbKa yTeHus y3i1a 3aMeHEI
ERR CRC_GKUZ 23 OmnbKka KOHTPOJILHOH CyMMBI TJIaBHOTO KITIOYa
ERR GKUZ PSW 24 I'maBHBIH KITI0Y TpeOyeT BBO/IA MAPOIIs
ERR_DSCH 25 He natinen JICU
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3HauyeHHe Kon TekcToBoe onucanue

ERR CRC T™™ 26 Omrbka KOHTPOJILHOM CyMMBI IpH uTeHnu TM

ERR LOAD GRN DLL 27 OmnbKa 3arpy3KH 3aBUCHUMBIX OMOIHOTEKH

ERR STOP 28 IIponecc nannuanuzanuu [IJICY npepBaH nosiszoBaTeneM

ERR_TMDRV_NOT_FOUND 29 Ommbka ucnosnp3oBanus TM-ycTpoiicTBa - Het apaitBepa TMDRV

ERR NO TM_ATTACHED 30 Unentndpuxarop TouchMemory He IPUIOKEH K CUUTHIBATEIIO

ERR READ T™ 31 Omnbka yrenust TM

ERR BAD PARAM 32 Ombka B mapaMeTpax QpyHKIHU
Ommbka nmeckpuntopa (HampuMep, MNPOMCXOAUT OOpalieHHe K

ERR BAD HANDLE 33 3aKpBITOMY PaHEe NECKPUIITOPY WM BMECTO BAJIMIHOIO JECKPUITOPA
UCTIONB3YeTCs CIydaifHoe 3HaUEHHE)
HenpasunpHeiii Tin neckpuntopa (Hanpumep, Bmecto Tuna H USER B

ERR_HANDLE TYPE 34 COOTBETCTBYIOLINHA MapaMeTp (QYHKIUH TepenacTcs IECKPHUIITOp THIIa
H PKEY)

ERR WRITE TM 35 Ommbka paboOTBl € TPOrpaMMHBIM  JaTYdKOM -  TpeOyercs
MHHULHATA3AIUST

ERR READ NET FILE 37 Omnbxa yTeHus Qaiisia ceTeBBIX KIF0UeH

ERR_INIT 39 Omnbka MHUIHATU3aIUY OMOJIMOTEeKH, He ObLI BBI3BaH Cr_init

ERR LOAD KEY 40 Ommnbxa 3arpy3Ku KiIoda

ERR NET KEY 42 Ommbxka ceTeBoro Kiroua

ERR NO_CRYP 43 Bydep He Ob11 3ammdpoBan

ERR BAD CRYP 44 Ombka pacumdppoBanust Oydepa

ERR FILE KEY 45 Ommbka aitnoBoro kiroda

ERR READ FILE 46 Ommbka utenus ¢aitna

ERR WRITE FILE 47 Ommbka 3anucu Qaiina

ERR_COMPRESS 48 OmmbKa apXuBaIMX JaHHBIX

ERR MORE DATA 49 JnHa BeIesieHHOTO Oydepa HeJocTaTouHa

ERR DEVICE NOT FOUND 101 | Ommuodka cepsepa DII. YcTpolcTBO HE HalIeHO

ERR NO_SOCKET 102 | Ommodka cepsepa OII. Her cokera
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3HayeHue Kon TekcToBoe onucanue
ERR _NO_ RESOLVE 103 | Ommubdka cepeepa OI1. ERR_ NO RESOLVE
ERR NO_ RESPONSE 104 | Ommubka cepeepa OI1. Her oTkinka
ERR _BAD PACKET 105 | Omwubka cepeepa DI1. HepepHast CTpyKTypa makera
ERR NO_TCPIP 106 | Ommuodka cepsepa DI1. He nonpnepxusaercs nporokon TCPIP
ERR NO KEY 107 | Ommubka cepeepa DII. Kitou He HalineHn
ERR_FPSU BAD PARAM 108 | Omubdka cepsepa DI1. HekoppekTHbIi mapameTp
ERR_DRIVER INTERNAL 109 | Omubka cepBepa II1. BHyTpenHss omubOKa npaiisepa
ERR_TIMEOUT 110 | Omubka cepsepa II1. [IpeBbIIeHO BpeMst 03KUTAHUS
ERR _BAD VERSION 111 Ommbka cepsepa DI1. HekoppekTHast Bepcus
ERR NOT USED TMDRV 11110 | Omnodka gpaiisepa TM
ERR NOT USED DSCH 11111 | Ommbxka [TACY
ERR_NOT USED _GKUZ 11112 | OrcyrcrBytor 'K n V3

5.2 Knacc PrivateKey

ITapamerpsi:

Tun HUmsa Onucanne
String  confidentFileName IIyTs K daiiny ¢ 3aKpBITEIM KITFOYOM
String  keyldent WneHTnduKaTop 3aKpeITOrO KIH0Ya

String  keyMediald Howmep ximrodueBoro Hocurens

OmnOKM, BO3HUKAIOLINE B XOJ€ BBIMOJIHEHUS (PYHKIMH TaHHOTO Kjlacca, COOTBETCTBYIOT OIIMOKaM

ICError, onricaHHBIM B COOTBETCTBYIOIIEH Tabuie B moapasene S.1.

5.2.1 MeToabl
5.2.1.1Mony4yeHune Koaa owNGKM naeHTUdMKaTopa Knrova

String getKeyldent()

Ha3nauenue:

[Tonyyenue uneHTHPUKATOPA 3aKPBITOIO KIIOYA.
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IHapameTpsbi:
Her.

B03BpamaeM0e 3HAYCHHC:

NneatudukaTop 3aKpeITOTO KIOYA.
5.2.1.2NMony4yeHune cepuinHoro Homepa naeHTucpukatopa TouchMemory

String getKeyMediald()
Ha3znauenmue:

[Tonyuyenue cepuitHoro Homepa uneHrudukaropa TouchMemory.

IMapamerpsr:
Her.

B03BpamaeM0e JHAYCHHUC:

Cepuitnbiii Homep uaeHtudukaropa TouchMemory.
5.2.1.3 0cBobOXOeHMe pecypCoB 3aKpbITOro Krro4a

void close()
Ha3nauenmue:

OcBOOOXIEHUE PECYPCOB, 3aHATHIX 3aKPBITHIM KITFOUOM.

5.3 Knacc ICBicryptTools
5.3.1 KoHcTpyKTOpbI

5.3.1.11CBicryptTools()

Hasnauyenue:
KoHcTpykTOp co3faer sk3eMInIsip Kiacca, MpeAHa3HaYeHHbIH A paboThl C yXKe 3arpyKeHHBIMU
KJlaccaMU HaTHUBHBIX OuOnMoTek (Hampumep, B cpene WebSphere), nmubo ans ycranosku [10

ICBicryptTools na quck cepsepa wiu [1K ¢ ucnonszoBanuem meroza installFiles.

[Ipu pa6ote B cpene WebSphere, mepen 3amyckom cuctemsl ¢ noaaepxkkoit 10 ICBicryptTools
HEOOXOIMMO CKOITMUPOBATh KIIFOY MHHUIIMAIM3AIIUY JaTyuKa ciaydaiHbix ynucen (prnd.db3) B katamor
<user.home>\bicrypt (<user.home> -(System.getProperty(“user.home”)). 3arem 3arpy3utb depes

untepdeiic cpenpt WebSphere 6ubnnorexku, Heodxoaumsie s padotsl ¢ [10 ICBicryptTools.

IIpumep ncnosIb30BaHuA:

new ICBicryptTools().installFiles(*“c:\iccryptotools™);
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5.3.1.2ICBicryptTools(String targetPath)

Ha3nauenue:
KoHcTpykTop co3maer oOwbekT, mpenHasHadeHHbIM i1 wHUIManu3anuu [10 ICBicryptTools u
3arpy3Ku 3aBUCHUMBIX OMOINOTEK. SIBNISETCS OCHOBHBIM pabOYuM HK3EMILIIPOM Kiacca Jisi paboThl

Ha TPOU3BOJIBHON TUTaTopMme.

ITapamerpsbi:

targetPath ITyts k KaTajory ¢ 3aBHCHMBIMH HATHBHBIMH OMONMOTEKaMH, BKJIIOYas (ais c
KIIFOYOM MHHUIMAIN3AINH JUTI JaTIhKa CirydaiHbIX ynceln — prnd.db3

IIpumep ncnoJb30BaAHNS:
//Co3nanune ax3eminisipa bicryptTools kmacca ICBicryptTools mpu yciaoBum panee yCTaHOBICHHBIX

3aBHCHMBIX OMOIMOTEK B KaTanore “c:\iccryptotools” ¢ ucnonb3zoBanuem meroaa installFiles

ICBicryptTools bicryptTools = new ICBicryptTools(*“c:\iccryptotools™)



000 dupma «MuapoKpumnT» «bnbmoTeka 3EKTPOHHON MOAMCH U HU(POBAHUS TSI HHPPACTPYKTYPbI
6a3 otkpeIThIX Kitoueit (ICBicryptTools)»
11485466.5014.059 90

WHCTpyKOus 10 yCTaHOBKE U 3KCILTyaTalluH

5.3.2 MeTtoabl pa3BepTbiBaHUsl OMONNOTEKN U NOATOTOBKM K paboTe
5.3.2.1 UHcTannaunsa oOMonuoTeku

void installFiles (String path) throws IOException

Ha3znauenmne:

YcranoBka 3aBucHMbIX 6ubmmotek i padotel [10 ICBicryptTools B yka3aHHBIH KaTaor.

IHapameTpsbi:

path [TyTh K KaTaNoOry /Uil YCTAaHOBKU 3aBHCHMBIX OHOINOTEK

B03BpamaeM0e JHAYCHHUC:

Her.

Onucanue:

MeTton KonupyeT 3aBUCMMBbIe OMOIMOTEKH B YKa3aHHBIA KaTajor Ha LieJeBOoM MamuHe. Meron He
IpoBEpseT HaIUYMe 3aBUCUMbIX OMOIMOTEK B KaTajore nepej HadyajaoM KonupoBaHus. s
ONTUMU3ALMU pabOTHI BbI30B (DYHKIIMU JIOJKEH ObITh OCYLIECTBJICH OJHOKpaTHO. Eciiu Ha 1eneBoi
MaIlliHE YXe MPUCYTCTBYET HEOOXOIUMBIH HAOOp HATUBHBIX OMOJIIMOTEK, TO BBI3BIBATH METOJ HE
cienyer. Meronq npenHasHadyeH JUIA MCIIOJIB30BAaHMA B PAMKax KIMEHTCKOTO — amruiera
aBTOMAaTU3UPOBAHHON CUCTEMBI. MeTOo HE PEKOMEHAYETCs K MCIOJIB30BAaHUIO B CEPBEPHOMN 4aCTH

aBTOMaTH3I/IpOBaHHOI>'I CHUCTCMBI.

5.3.2.2 Yka3aHue nyTu K panny ¢ Kno4om nHmuymanmsauymm fiC4

void setPrndPath(String prndPath) throws IOException

Ha3nauyenune:

VYcranoska kinrova nHunmanuszanuu JJCH B kpunrosiapo bukpunr 5.

ITapamerpsbr:
Path [TyTts K ¢aitmy prnd.db3 ¢ xmouom nannmanm3amun JCY

BoanpamaeMoe JHAYCHHUC:

Her.

Onucanmue:

Merton ucnons3yercs pu padote B cpene WebSphere.

IIpumep ncnoIb30BaHuA:

ICBicryptTools bicryptTools = new ICBicryptTools();
bicryptTools.setPrndPath(“c:\iccryptotools\prnd.db3”’);
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5.3.3 MeTopabl 3arpy3Ku 3aKpbITOro Krnou4a

5.3.3.1 3arpy3ka 3akpbiToro kno4a ¢ Hocutensa TouchMemory
PrivateKey getPrivateKeyTM(int timeout)

IHapameTpsbi:

timeout Bpewmst oxxunanus npunoxenust TM K CUMTHIBATEIIO

Ha3znauenue:

3arpyxaet 3aKpbIThIi Kitou ¢ HocuTens TouchMemory (TM).

B03BpamaeM0e JHAYCHHUC:

Merton Bo3Bpaiiaetr 00bekT PrivateKey.

Onucanmue:

Mertopn 3arpyskaeT 3aKpbIThIi Kiitod ¢ HocuTenst TouchMemory u Bo3Bpamaer o0bekT PrivateKey.

5.3.3.2 3arpy3ka kntoyva u3 c¢panna c cpnew-HakonuTens

PrivateKey getPrivateKeyFile(String confidentFileName, String password)

ITapamerpsbr:
confidentFileName MOJIHBIN MyTh K (hailily ¢ 3aKPBITHIM KIFOYOM
Password napojb

Ha3nauyenue:

3arpyskaeT 3aKpbIThI KITt04 U3 (aiina.

B03BpamaeM0e SHaAYCHHE:

Merton Bo3Bpaiaer o0bekT PrivateKey.

Onucanue:
MerTon 3arpyskaeT 3aKpbIThIN K104 U3 (aiiia co CbeMHOT0 (PIJIEII-HAKOMUTEINSI U BO3BPALAeT O0BEKT

PrivateKey.

5.3.3.3 3arpy3ka kntoya NAK «Cepsep 3l»

PrivateKey getPrivateKeyFPSU(String ipaddress, int port, int timeout, int keyNumber)
PrivateKey getPrivateKeyFPSU(String ipaddress, int port, int timeout,

int keyNumber, ProtocolType protocolType)
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IHapameTpsbi:
ipaddress [P-anpec ITAK «Cepsep OI1» (na 6aze GIICY-IP)
port Iopt ITAK «Cepsep III»
timeout Taiimayt nogkmouenus k ITAK «Cepsep OI1»
keyNumber Howmep 3arpyxaemoro kioua

protocolType  Tum npotokona nocryna k ITAK «Cepsep D11»

Ha3znauenmne:

3arpy’kaeTt 3aKphIThINA KIIIOY.

B03BpamaeM0e SHaAYCHHE:

Merton Bo3Bpamaet o0bekT PrivateKey.

Onucanue:

Merton 3arpysxaet 3akpoiThiii K104 [TAK «Cepsep DI1» u Bo3Bpaimaer o0bexT PrivateKey.

5.3.3.4 3arpy3ka ABYXKOMMOHEHTHOrOo Knto4a ¢ Hocutens TouchMemory

PrivateKey getPrivateKeyMK TM(String masterKeyPath, String gkPath, String uzPath,

int timeout)

ITapamerpsi:
masterKeyPath [IyTh K daitmy ¢ MacTep-KIFOYOM
gkPath [IyTh K ¢aiiny ¢ rIaBHEIM KIFOYOM
uzPath [IyTh k Qaiiny ¢ y3mamu 3aMeHBI
timeout Bpewms oxunanus kourakra ¢ TM
Hasnauyenue:

3arpy»aeT JByXKOMIIOHEHTHBIN 3aKpBITHIH KiIto4u ¢ HocuTens TM.

B03BpamaeM0e SHaAYCHHE:

Merton Bo3BpaiiaeT 00bekT PrivateKey.

Onucanue:
Merton 3arpy»aeT JBYXKOMIOHEHTHBIM 3aKPBITBIA KJIOY ¢ KOMIMOHEeHTamMu Ha TM u daitnoBoi

cucTeMme 1 Bo3Bpaiiaet o0bekT PrivateKey.
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5.3.3.5 3arpy3Ka ABYXKOMMNOHEHTHOro Krnko4ya CO CbeéMHOIro HocuTtens

PrivateKey getPrivateKeyMK File( String masterKeyPath, String gkPath, String uzPath,
String confidentFileName)

[TapameTpbI:
masterKeyPath [TyTh K Qaiiay c MacTep-KIIOYOM
gkPath [TyTh K (aiiny c TIaBHBIM KIIIOYOM
uzPath [TyTh Kk ¢aiiny c y3namu 3aMeHbI
confidentFileName ITyTh K (aiiay c KOMIIOHEHTOH KIIto4a
Hasnauyenue:

3ar pyxKacet ,Z[BYXKOMHOHCHTHHﬁ SaKprTLIﬁ KJIIOY CO CbEMHOI'O HOCUTCIIA.

B03BpamaeM0e JHAYCHHUC:

Merton Bo3BpamaeT o0bekT PrivateKey.

Onucanmue:
MeTOZI 3arpy>1<aeT I[BYXKOMHOHGHTHI)If/i 3aKpBITbII>'I KJIFOY ¢ KOMIIOHCHTAMH Ha Cb€MHOM HOCHUTCIIC U

daiinoBoii cucteme u Bo3BpaiaeT 0obekT PrivateKey.
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5.3.4 MeTtoabl hopmupoBaHus 31

5.3.4.1 ®opmupoaHue Il
BicryptSign sign(byte[] data, PrivateKey key) throws ICException

BicryptSign sign(File file, PrivateKey key) throws ICException
void sign(String filename, PrivateKey key) throws ICException

Ha3nauenue:
®opmuposanue Il B popmare bukpunt. Meroa, npuHUMAIONIM B KauecTBE Mapamerpa MyThb K

dainy, popmupyet D11 u nobassier ee naHHbIe B KoHel ¢aiia. [Ipumensercs k ¢aitiam 60IbIIIOT0

pasmepa.
ITapamerpsI:

data bnok naHHbIX

file Daitn

filename [TyTs K daitny

key 3aKpBITHII KITIOY, KOTOPBIM OCYIIIECTBIISCTCS MOAMNCH TaHHBIX

B03BpamaeM0e JHAYCHHUC:

Ol B popmare bukpunt B Buse oobekra BicryptSign.

Onucanue:
Merton npennasnauen s popmupoBanus 11 B popmate bukpunt aiis 6i10ka gaHHbIX U paitna. [pu

dopmuposanuu OI1 s daitna B koHen ¢aitna 3anuceiBaercs I11 B popmate buxkpunr.
Mertoa, npuHMMAKOIIMI Y Th K (ailay, MokeT padoTaTth ¢ (pailiaMmu 00J1b1I0T0 pa3Mepa.

IIpumep ucnoab30BaHUS:

ICBicryptTools bicryptTools = new ICBicryptTools(pathToNativeLibs);
byte[] data = ...;

PrivateKey key = bicryptTools.getPrivateKeyTM(10000);

BicryptSign bSign = bicryptTools.sign(data, key);

5.3.4.2 PacyeT x3wWw-3Ha4YeHUs

byte[] calcHash(byte[] data, DigestParamSet digestParamSet)
byte[] calcHash (InputStream in, DigestParamSet paramset)

byte[] calcHash (byte[] data)
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Ha3znauenmne:

Pacuyet xpu1-3gaueHus.

IHapameTpsbi:

data Biok maHHBIX

in BxogHoM MOTOK ¢ JaHHBIMU
digestParamSet AJNTOpPUTM pacyera XdII-3HAuCHHS

B03BpamaeM0e SHaAYCHHE:

XOIII-3HaYEeHUE B BUJIE MacCHUBa OAlTOB.

Onucanmue:

Mertoa npenHa3zHaueH JUIs pacyeTa XdII-3HadeHus A5 0JI0Ka JaHHBIX | (aiina.

IIpumep ucnoJbL30BaAHUS:

ICBicryptTools bicryptTools = new ICBicryptTools(pathToNativeLibs);

byte[] data=...;

byte[] hash= bicryptTools.calcHash(data, DigestParamSet. HASH GOST3411 2012 256);

5.3.4.3 ®opmupoBaHue Il ana xsw-3HavYeHUsA

BicryptSign signHash (byte[] hash, PrivateKey key)

Ha3nauyenune:

®opmuposanue JI1 B popmare bukpunrt.

ITapamerpsbI:
data JanHbie
key 3aKpLITLIﬁ KJIFOY, KOTOPBIM OCYHICCTBIIACTCA MOANUCH JaHHBIX

BoanpamaeMoe JHAYCHHUC:

O6mwext SignContext, ucnonb3yemsblii B MeTosax popmupoBanus 1.

Onucanue:
Meron npenHasHayeH Uil CO3[aHMS KOHTEKCTa IMOAIMCH IPU BBIMOJHEHUM 33/1a4, CBSA3AHHBIX C

MHOTOKpaTHbIM (popmupoBanreM D11 0JHUM U TeM ke KITIOUOM.

IIpumep ncnosIb30BaHuA:

ICBicryptTools bicryptTools = new ICBicryptTools(pathToNativeLibs);
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byte[] data = ...;
byte[] hash= bicryptTools.calcHash(data, DigestParamSet. HASH GOST3411 2012 256);
BicryptSign bSign = bicryptTools.signHash(hash, key);
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5.3.5 MeTtoabl npoBepku Il

5.3.5.1NMposepka I

boolean check (byte[] testData, BicryptSign signtestData,
PublicKeyBase pkb, PublicKeyBase admPkb) throws ICException

ITapamerpsI:

testData biox naHHBIX

signtestData OIl B popmare Buxpunt

pkb ba3za oTKpBITHIX KIItOUEH NOIb30BaTENEH
admPkb Baza oTKpHITHIX KITIOUYCH aqMHHACTPATOPOB

Bo3Bpamaemoe 3HaUeHHne:
Merton Bo3BpamaeT pe3yibrat nmpoepku: true — D11 BepHa, false — D11 HeBepHa. Bo Bcex ocTanbHBIX

ciyuasx ICException.

IIpumep ncnob30BaAHNS:

ICBicryptTools bicryptTools = new ICBicryptTools(pathToNativeLibs);
byte[] data=...;

PublicKeyBase pkb = new PublicKeyBase(“D:\sign00CA.xxx"")
PublicKeyBase admPkb = new PublicKeyBase(“D:\sign00CA.xxx"")
PrivateKey key = bicryptTools.getPrivateKeyTM(10000);
BicryptSign bSign = bicryptTools.sign(data, key);

boolean res = bicryptTools.check(data, bSign, pkb, admPkb)

5.3.5.2MNpoBepka I3 ana danna

List<CheckBicryptResult> check (String fileName, boolean deleteSign, PublicKeyBase pkb,
PublicKeyBase admPkb) throws ICException

IHapamerpsbI:

fileName ITyTh x ipoBepsieMoMy daitry

deleteSign [Ipmsnak, ynanars wiu vHeT Bee Ol (true — ymanars)
pkb ba3a OTKpBITEIX KIIHOY€Eil T0JIb30BaTeNnei

admPkb baza oTKpBITHIX KIIHOUEH aMUHUCTPATOPOB
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B03BpamaeM0e 3HAYCHHC:

MeTto/1 BO3BpalllaeT CIMCOK PE3yJIbTaTOB MPOBEPKHU.

IIpumep ncnoib30BaHMSA:
List<CheckBicryptResult> checks = beryTools.check(_testPath + "sinedDoc2.sgn", true,
testBok, bok17);
for (CheckBicryptResult check : checks) {
System.out.println("Sign Number " + check.getSignNumber() + "' is " +
(check.isOk() ? "Good" : "BAD!!!"));
}

5.3.5.3MpoBepka I3l gna x3w-3Ha4YeHUA

boolean checkHash ( byte[] hash, BicryptSign signData,
PublicKeyBase pkb, PublicKeyBase admPkb) throws ICException

ITapamerpsI:

hash XomI-3HaueHue, Uil KOTOPOTo Heo0XoanMo npoBeputh D11
signData OIl B popmare Buxpunt

pkb ba3za oTKpBITHIX KIItOUEH MOJIb30BaTENEH

admPkb Baza oTKpHITHIX KITFOUYCH aJMHHACTPATOPOB

Bo3Bpamaemoe 3HaueHue:
Merton Bo3Bpaiaet pe3ynbTat npoepku: true — D11 BepHa, false — D11 HeBepHa. Bo Bcex ocTanbHBIX

cinyqasx ICException.

IIpumep ucnoIb30BaHuA:

ICBicryptTools bicryptTools = new ICBicryptTools(pathToNativeLibs);
byte[] data = ...;

PublicKeyBase pkb = new PublicKeyBase(“D:\sign00CA.xxx"")
PublicKeyBase admPkb = new PublicKeyBase(“D:\sign00CA.xxx")
PrivateKey key = bicryptTools.getPrivateKeyTM(10000);

byte[] hash= bicryptTools.calcHash(data);

BicryptSign bSign = bicryptTools.signHash(hash, key);

boolean res = bicryptTools.check(data, bSign, pkb, admPkb)



000 dupma «MuapoKpumnT» «bnbmoTeka 3EKTPOHHON MOAMCH U HU(POBAHUS TSI HHPPACTPYKTYPbI
6a3 otkpeIThIX Kitoueit (ICBicryptTools)»
11485466.5014.059 90

WHCTpyKOus 10 yCTaHOBKE U 3KCILTyaTalluH

5.3.5.4MpoBepka A ona x3w-3Ha4yeHUA ¢ ucnonb3oBaHuem cepsuca OCSP

boolean checkHash (byte[] hash, BicryptSign sign,
OCSP ocsp, OcspFilter... filters) throws ICException

boolean checkHash (byte[] hash, byte[] rawSign, String bicryptldent,
OCSP ocsp, OcspFilter... filters) throws ICException

boolean checkHash (byte[] hash, byte[] rawSign, String bicryptldent,
OCSP ocsp, Calendar checkTime, OcspFilter... filters) throws ICException

IMapamerpsr:

hash X»smI-3Ha4eHne, U1l KOTOPOTO HE0O0X0anMO poBepuTh D11

sign OIl B popmare Buxpunt

rawSign OIl B popmare RAW («umcTas» MoJnuch)

bicryptldent Wnentudukarop bukpunr noanucanta

ocsp Ox3eMiusip knacca OCSP

checkTime Bpewms1, Ha KOTOpOe poBepsieTCs aKTyaIbHOCTh cepTH(dUKaTa

filters [onmmmonanbeHO | OTpaHHIUTENBHEIA GUIBTP T Ioucka ceptudukata B OCSP

Bo3Bpamaemoe 3HaueHue:
Merton Bo3Bpataet pe3yabtaT npoepku: true — J11 BepHa, false — D11 neBepHa. Bo Bcex ocTanbHbBIX

ciyuasx ICException.

Ipumep ucnoab30BaHMsI:

ICBicryptTools bicryptTools = new ICBicryptTools(pathToNativeLibs);

byte[] hash = ...;

byte[] rawSign = ...;

String ident = “...”;

OCSP ocsp = new OCSP("http://1.1.1.1:9087/MegaCUKSOCSP/processOCSP", 40000);
boolean res = bicryptTools.check(hash, rawSign, ident, ocsp);
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5.3.5.5Mpoeepka I3l ¢ ucnonbszosaHmem cepsuca OCSP

boolean check (byte[] data, BicryptSign sign, OCSP ocsp)

List<CheckBicryptResult> check (byte[] dataNSign, OCSP ocsp)

List<CheckBicryptResult> check (byte[] data, byte[] detachBicrSign, OCSP ocsp,
OcspFilter... filters)

ITapamerpsI:

dataNSign JlaHHBIE ¢ MpUCOEANHEHHON OHON WK HeckoabkuMu D11 ¢popmara bukpunt
ocsp Ox3eMiusip kimacca OCSP

sign Otcoenunennas JI1 B popmare bukpunt (06bext BicryptSign)
detachBicrSign Otcoenunennas JI1 popmara Bukpunr (B Buae Oydepa JaHHBIX)

B03BpamaeM0e JHAYCHHUC:

Merton BO3BpalIacT CIIMCOK PE3YyJIbTATOB IIPOBEPKU KaH(HOﬁ IIOAIINCH.

IIpumep ucnoab30BaHUS:
OCSP ocsp =new OCSP("http://1.1.1.1:9087/MegaCUKSOCSP/processOCSP", 40000);
List<CheckBicryptResult> checks = beryTools.check(dataNSign, ocsp);
for (CheckBicryptResult check : checks) {
System.out.println("Sign Number "' + check.getSignNumber() + "' is " +
(check.isOk() ? "Good" : "BAD!!!"));

5.3.5.6 NMpoBepka 3 ¢ ncnonbsoaHnem cepsuca OCSP ¢ yueTom orpaHnyYeHUn

boolean check (byte[] data, BicryptSign sign, OCSP ocsp, OcspFilter... filters)

List<CheckBicryptResult> check (byte[] dataNSign, OCSP ocsp, OcspFilter... filters)

List<CheckBicryptResult> check (byte[] dataNSign, OCSP ocsp, Calendar checkTime,
OcspFilter... filters)

IHapamerpsbI:
dataNSign JlaHHbIE ¢ IprcoeANHEHHON oHON WK HeckoiabkuMu D11 ¢popmara bukpunt
ocsp Ox3zemmrsap knacca OCSP

checkTime Bpewmsi, Ha KOTOpOE OCYIIECTBIISIETCS TPOBEPKa
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sign Otcoenunennas JI1 B popmare bukpunt

filters OrpannuuTtensHblil GUIbTp U1 Torcka ceprudukara B OCSP

B03BpamaeM0e 3HAYCHHC:

Merton Bo3BpaIlaeT CUCOK Pe3yJIbTATOB MPOBEPKU KAXK0M MOIUCH.

IIpumep ncnob30BaHMSA:
OCSP ocsp = new OCSP("http://1.1.1.1:9087/MegaCUKSOCSP/processOCSP", 40000);
OcspCryptoNet cnlnfo = new OcspCryptoNet("00CA", "017");
OcspFilter cnFilter = new OcspFilter(OcspFilterType.CryptoNet, cnlnfo);
List<CheckBicryptResult> checks = beryTools.check(dataNSign, ocsp, cnFilter);
for (CheckBicryptResult check : checks) {

System.out.println("Sign Number " + check.getSignNumber() + "' is " +

(check.isOk() ? "Good" : "BAD!!!"));
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5.3.6 MeTtoabl pa3bopa 3l noa AaHHbIMK

5.3.6.1 NMonyyeHue cnucka naeHTucpukaTopoB BUKpUNT nognncaHTon

List<String> getBicryptldentifiers (byte[] signedData)

IHapameTpsbi:

signedData JlaHHBIE C IPUCOSANHEHHOM 01HOM Min HeckombkuMu D1 popmara Bukpunt

B03BpamaeM0e JHAYCHHUC:

Merton BO3BpallacT CIIMCOK CTPOK — I/I,I[eHTI/I(bI/IKaTOpOB IIOAIIMCAHTOB.

IIpumep ncnoab30BaAHNS:
List<String> idents = beryTools.getBicryptldentifiers(signedData);
for(String ident : idents)

System.out.println("Bicrypt identifier: " + ident + "\n");

5.3.6.2NMony4yeHune cnucka o6bekToB Al

public List<BicryptSign> getBicryptSigns (byte[] signedData) throws ICException

ITapamerpsbI:

signedData JlaHHbBIe ¢ TPUCOEAMHEHHON 0HON 1K HeckoibkuMu D11 ¢popmara bukpunt

B03BpamaeM0e SHaAYCHHE:

Merton Bo3BpamiaeT cnucok o0sekToB BicryptSign.

Ipumep ucnoab30BaHMs:
List<BicryptSign> berySigns = beryTools.getBicryptSigns(signedDoc);
nti=1;
for (BicryptSign bSign : berySigns) {
System.out.println("Sign Number "' +1+ "' ident: " +
bSign.getBicryptldentifier() + "");

i++;
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5.3.7 MeTtoabl wucpoBaHusa n pacwmndpoBaHus AaHHbIX

5.3.7.1 WudpoBaHme gaHHbLIX

byte[] encryptWithServerDS (ServerDS serverDS, byte[] dataToEncrypt, String pathFileKey)

IHapameTpsbi:

serverDS Ox3emInisp kiracca ServerDS, naTepnperupyromuii cepsep D11
dataToEncrypt JlarHBIE, KOTOpPBIE HEOOXOAMMO 3aI(POBATH

pathFileKey [MomHBIH My TH K 3a01MPPOBAHHOMY CHUMMETPHIHOMY KITIOTY

B03BpamaeM0e SHaAYCHHE:

Merton Bo3BpamaetT Habop 0aiiToB — 3amm(poBaHHBIC TaHHBIE.

IIpumep ncnoIb30BaAHNS:

String fileKey = “C:\\encrypted.key”;

byte[] data = new byte[] {0x01, 0x02... OxFF};

ServerDS dsServer = new ServerDS("192.168.1.0", 850, 2000);

byte[] encryptedData = beryTools.encryptWithServerDS(dsServer, data, fileKey);

5.3.7.2 PacluncppoBaHue AaHHbIX

byte[] decryptWithServerDS (ServerDS serverDS, byte[] dataToDecrypt,
String pathFileKey) throws ICException

ITapamerpsbI:

serverDS Ox3emmsp kiracca ServerDS, nntepnperupyronuii cepsep D11
dataToDecrypt JaHHBIe, KOTOPBIE HEOOXOIMMO pacluppoBaTh

pathFileKey [MomHBIH yTH K 3a0TMPPOBAHHOMY CUMMETPHYHOMY KITIOTY

B03BpamaeM0e JHAYCHHUC:

Mertoa Bo3Bpamaetr Habop 6aiiToB — pacmnpoBaHHbIE TaHHbBIE.

IIpumep ucnoIb30BaHuA:

String fileKey = “C:\\encrypted.key”’;

ServerDS dsServer = new ServerDS("192.168.1.0", 850, 2000);

byte[] decryptedData = beryTools.decryptWithServerDS(dsServer, encryptedData, fileKey);
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5.3.8 MeTtoabl nony4yeHus AaHHbix 06 3l M3 noToka

5.3.8.1 Nony4yeHune gaHHbIX 06 A N3 NnoToka

BigFileInfo parseBigData (InputStream in) throws ICException

IHapameTpsbi:

in TToTOK BXOIHBIX JaHHBIX

B03BpamaeM0e JHAYCHHUC:

Crpyxkrypa BigFilelnfo ¢ nanasimu 06 O11.

IIpumep ncnob30BaAHNS:
BicryptContext bicrCtx = new BicryptContext(KeyStorageType.FileSystem);
BigFileInfo info = bicrCtx.getDigestInfo(new ByteArrayInputStream(signedData));
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5.4 Knacc BicryptSign

Knacc npeanasnauen asis paboThl € CTPYKTYPOU AJIEKTPOHHOM noanucH B popmare bukpunr.
5.4.1 MeTtoabl
5.4.1.1TMony4yeHune «4nctom» A

byte[] getSignOnly

Ha3nauyenune:

[Tosyunts «uunctyron I11.

B03BpamaeM0e SHaAYCHHE:

MaccuB ¢ 3EeKTPOHHOU MOJIUCHIO.
5.4.1.2NMony4yeHue nageHtucpukaropa knroyva 3l B bopmare bBukpunTr

String getBicryptldentifier()

Ha3nauenue:

[TomyunTs nACHTUGHUKATOP KITFOYA JIEKTPOHHON NoAnucu B popmare bukpurr.

B03BpamaeM0e SHaAYCHHE:

WNnentuduxatop xiroda B popmare bukpunr.
5.4.1.3 NMony4eHue I B chopmaTe Bukpunt
byte[] getBicryptSign()

Ha3znauenune:

[Tomyuuts OI1 B popmare bukpunr.

B03BpamaeM0e JHAYCHHUC:

OIl B popmare bukpurr.
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5.5 Knacc PublicKkeyBase

Kiacc mpeana3nauen aiis paboThl ¢ 6a30if oTKpHITHIX Kitouel (BOK).

5.5.1 KoHcTpyKTOpbI
5.5.1.1 PublicKeyBase (String path)

Ha3nauenue:

ba3a OTKpBITBIX KIIHOYEH.

ITapamerpsI:
path [Monueii myTsh K daitny BOK
5.5.2 MeToabl

5.5.2.1 OcBoboxaeHue pecypcoB BOK

void close()

Ha3nauenue:

OcB0o00XkIeHNE PECYpCOB, 3aHATHIX 02301 OTKPHITHIX KITFOUEH.
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5.6 Knacc CheckBicryptResult

Onucanue:
Kiacc mpeacrasisier pesynbrat npoepku JI1 B popmare bukpunr.

5.6.1 MeToAabl:

5.6.1.1 NMonyyeHue nopsiakoBoro Homepa Il

int getSignNumber()
MeTo/ Bo3BpaIlaeT ynucio — nopsiakoBbiid Homep Ol1.

5.6.1.2NMony4yeHune Kpuntorpacdnyeckoro pesysribtata NPoBepKU

boolean isOk()
Meton Bo3Bpamaer true B cirydae ycrnemHou nposepku D11 u false B oOpatHOM citydae.

5.6.1.3 NMony4yeHue nognMcaHHbIX AaHHbIX

byte|[] getSignedContent()
Mertoa Bo3Bpalaet no/nrcanybie gJanHbie (0e3 camoit DI1) B Buie MaccuBa OalTOB.

5.6.1.4NMony4yeHune kopga owmnbkn CK3U Bukpunt

int getError()
Merton Bo3Bpaiaet koj omuoku npu nposepke 11 B popmare bukpunrt.
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5.7 Knacc ServerDS

Onucanmue:

Knacc unrepnperupyer cepsep Il1.

5.7.1 KoHcTpyKTOpbI

5.7.1.1 ServerDS (String addr, int port, int timeout)

ITapamerpsI:
addr URL cepsepa 211
port ITopt nna nocryna k cepaepy 11

timeout MakcumanbHOe BpeMs 05KHUJIaHUsI OTKJIMKA OT cepBepa
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5.8 Knacc OCSP

Onucanmue:

Kiacc npeanasznauen s pabotsl ¢ cepsepom OCSP. Kanan B3aumonetictBus ¢ cepepom OCSP

JIOJKEH OBITh 3alMIIEeH JBYCTOPOHHUM SSL.
5.8.1 KoHcTpyKTOpbI

5.8.1.1 public OCSP (String url, int timeout)

Ha3nauyenue:

KoHcTpykTop nmpenHazHadeH JUisl co3JaHusl O0BbEKTa, MPEJHA3HAYEHHOIO JJIsl B3aUMOJAEUCTBUS C

cepsepom OCSP Ha ocHOBE MOTYyYEHHOTO MacCcuBa OANTOB.

IMapameTrpsr:
url ITonnerit URL k cepsepy OCSP
timeout Bpewms oxxuanus oTBETa OT cepBepa

IIpumep ncnoIb30BaHuA:

ICBicryptTools bicryptTools = new ICBicryptTools(*“c:\icbicrypttools™)

OCSP ocsp = new OCSP(“https://ocsp.sberbank.ru:9090/actual, 2000);

5.8.2 MeTtoabl nonyyeHus ceptudukara B popmate bukpunt

5.8.2.1NMony4yeHne ceptucpmkata ¢ nomouwbio cepBepa OCSP Ha oOcCHOBaHuM

naeHTudukaropa bukpunt

OcspCertificate findBicryptCertificate (String bicryptldentifier) throws OcspException

Ha3znauenune:

Metox ocymectBisier mouck ceprudukara B ¢opmare bukpunt Ha cepepe OCSP mo

uaeHtudukaropy buxpurnr.

IHapamerpsbI:

bicryptldentifier WnentudukaTtop kimoda bukpunr

B03BpamaeM0e SHaAYCHHE:

Ox3emiusp kiacca OcspCertificate.

IIpumep ncnoIb30BaHuA:
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ICBicryptTools bicryptTools = new ICBicryptTools(“c:\icbicrypttools™)
OCSP ocsp = new OCSP(“https://ocsp.sberbank.ru:9090/actual”, 2000);
BicryptCertificate bicrCert = ocsp.findCertificate(“00CA2129qTecroBsiit ceptudurar Y1I);

System.out.printIn(“ITonyuen cepruduKkar c UIEHTU(DUKATOPOM: ” +

BicryptCertificate.getKeyldent());

5.8.2.2NMonyu4yeHune ceptudukata ¢ nomowbio cepeepa OCSP no PO n gononHUTensHomMy
napameTpy
OcspCertificate findBicryptCertificate (String fio, String email, String snils, String number)

throws OcspException

Ha3nauenue:
Meton ocymectBisier nouck ceptudukara B Qopmare bukpunt na cepepe OCSP. Ilouck
ceprtudukara mo HpaMuINM, UMEHU U OTUYECTBY HEOOXOIUMO OCYIIECTBIISIETCS COBMECTHO C OJJHUM

WA HECKOJIBKUMH MapameTpamu B ToM uncie: e-mail, CHUJIC, TaGenbHbIA HOMED.

ITapameTpsbi:
fio Oo6si3atenbHblii napamerp! ®UO BrazenbIia KICKOMOTO cepTUUKaTa
email email Biajenbla uCKoMoro cepTudukara

[TapameTp MOXET UCTIOIH30BATHCS TOJILKO NP HATMYUH 3HAUSHHUs B apameTpe fio
snils CHUJIC Bnanenblia KICKOMOTO cepTuduKara

[MapameTp MOXET UCTIOIH30BATHCS TOJIBKO MPH HATMYUK 3HAYCHHUS B apametpe fio
number TabenbHbIM HOMEpP Biaieblla KCKOMOTO cepTuduKara

HapaMeTp MOKET UCIOJb30BATHCA TOJIBKO TPU HAJIWMYUU 3HAYCHUA B TapaMeTpe fio

BoanpamaeMoe JHAYCHHUC:

Ox3emmsap kiaacca OcspCertificate.

IIpumep ucnoIb30BaHuA:

ICBicryptTools bicryptTools = new ICBicryptTools(“c:\icbicrypttools™)

OCSP ocsp = new OCSP(“https://ocsp.sberbank.ru:9090/actual”, 2000);

(134 (134

BicryptCertificate bicrCert = ocsp.findCertificate(“BanoB MBan IBaHoBHu”, , ,
“12345678907);
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System.out.printIn(“ITonyuen ceprudukar c UIEHTU(DUKATOPOM: ” +

BicryptCertificate.getKeyldent());
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5.9 Knacc BicryptCertificate
Onucanue:

Knacc npeanasnauen i pabotsl ¢ ceptuduxarom B popmate bukpumrt.

5.9.1 KoHcTpyKTOpbI
5.9.1.1 public BicryptCertificate ()

Ha3znavenmue:

Kouctpykrop mpennasnayeH aisi co3ianus oobekra tuma BicryptCertificate ¢ mapamerpamu mo
YMOJTYAHUIO.

IMapameTpsi:

Her.

IIpumep ucnosib30BaHusA:

BicryptCertificate cer = new BicryptCertificate();

5.9.1.2 public BicryptCertificate (byte[] content)

Ha3znauenmue:

KoucTpykTop npennazHadeH 1 co3ganust 00wekT tuna BicryptCertificate Ha OCHOBE MOTYYEHHOTO
MaccuBa OaiiToB.

IHapamerpsbi:

content Oo0nekT Tuna BicryptCertificate B Bume MaccuBa 0aifToB

IIpumep ucnoIb30BaHuA:

byte[] cer_array = ...;

BicryptCertificate cer = new BicryptCertificate(cer array);
5.9.2 MeToabl

5.9.2.1 NMony4yeHne OTKPbLITOro Krro4a

byte[] getPublicKey()
Ha3znauennue:

MeTo/ Bo3BpaliaeT OTKPBITHII K04 B BUJIe 06aliTOBOTO MaccuBa.

BoanpamaeMoe JHAYCHHUC:

OTKpBITHIN KITIOY B BUJie 0aHTOBOIO MaccHuBa.
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5.9.2.2NMony4yeHue naeHtucukaropa knroyva B chopmarte bukpunt

String getBicryptldentifier()

Ha3nauenue:

Merton Bo3Bpamaet uaentupukatop kioda B popmare CK3U «bukpunry.
Bo3Bpamaemoe 3HaueHue:

Nnentuduxarop kioda B popmare BUKpUNT B BUIE CTPOKH.
5.9.2.3NMonyyeHue chamunum, uMeHU N oTyeCcTBa BnagesnbLua cepTucpmukarta
String getFullName()

Ha3nauenue:

Mertoa Bo3Bpaiiaet (pamMuinio, UMs U OTYECTBO BIIajenblla cepTudukara.
Bo3Bpamaemoe 3HaueHue:

®amuusi, UMsl, OTYECTBO B BUJIE CTPOKH.

5.9.2.4NMony4yeHne fOMKHOCTU BnagenbLua ceptudpukara

String getTitle()

Ha3nauenue:

MeTo/ Bo3BpalaeT 10JKHOCTD BlaieNblla cepTuduKara.

Bo3BpamaemMoe 3HaueHue:

JI0JKHOCTB B BHJIE CTPOKH.

5.9.2.5NMony4yeHune kopa opranunsauum (KYL) Bnapgensua ceptucpumkarta
String getOrganizationCode()

Ha3nauenue:

Merton Bo3BpamaeT kon opranuzanuu (KYII) Branensia ceptudukara.
Bo3BpamaemMoe 3HaueHue:

Kon opranuzanuu (KVY1]) B Buge ctpoku.

5.9.2.6 MonyyeHne HaMuMeHOBaHUA noapasaeneHua Bnagensua ceptudukarta
String getOrganizational Unit()

Ha3nauenue:

Merton BO3Bpalla€T HAMMCHOBAHUC TOAPA3ACIICHUA BJIaJACIbIa CCpTI/I(I)I/IKaTa.

B03BpamaeM0e SHaAYCHHE:

HanmenoBanne nmoapasaACIICHHUA B BUAC CTPOKH.
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5.9.2.7 Mony4yeHne TabenbHOro Homepa Bnagenbua cepTudukara

String getPersonnelNumber()

Ha3nauenue:

Meton Bo3BpaiaeT TabeapHbIA HOMEp BIIaJeNbla cepTudukara.
Bo3Bpamaemoe 3HaueHue:

TaGenbHBI HOMEDP B BUJE CTPOKH.

5.9.2.8 NonyyeHune CHUJIC Bnagensua ceptucpukarta
String getSnils()

Ha3nauenue:

Merton Bo3Bpamtaer CHUJIC Bnanensiia ceprudukara.
Bo3Bpamaemoe 3HaueHue:

CHMJIC B BUjE CTPOKH.

5.9.2.9NMony4yeHue aaTbl Ha4Yana aeMcTeusa ceptTucpmukarta
Calendar getValidNotBefore()

Ha3nauenue:

MeTon Bo3BpalaeT 1aTy Havana AercTBus cepTudUKara.
Bo3BpamaemMoe 3HaueHue:

Hata navana neiictBus ceptudukara.

5.9.2.10 Mony4yeHne faTbl OKOHYaHUA AencTBuA ceptudpukaTa
Calendar getValidNotAfter()

Ha3nauenue:

MeTo/ Bo3BpalaeT 1aTy OKOHYaHUS JIEHCTBUS cepTUudUKara.
Bo3BpamaemMoe 3HaueHue:

JlaTa okoHYaHus AeMCTBUS cepTU(HUKaTa.

5.9.2.11 MonyyeHne UHH Bnagensua ceptucpukarta
String getINN()

Ha3nauenue:

Merton Bo3spamaer MUHH Brnagensia ceprudukara.
Bo3BpamaemMoe 3HaueHue:

NHH B BUAE CTpOKHU.
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5.9.2.12 MonyyeHue naeHTUUKaTopa Knrwya, KOTopbiM nognucaH ceptudukar

String getlssuerBicryptldentifier()

Ha3nayenue:

MeTto/ Bo3BpaIaeT uACHTU(GUKATOP KITt0Ya U3aaTels cepTudukara.
Bo3BpaimaemMoe 3HaueHue:

W nenTudukaTop Kirto4a, KOTOPbIM MOJIITUCAH CEPTH(HKAT.

5.9.2.13 Mony4yeHue cepTucmkara B Buae 6anTtoBoro maccmBa

byte[] getCertificate()

Ha3nauenue:

Mertox Bo3Bpaliaer cepTudukaT B BUIe 0aiTOBOro MacCHBa.
Bo3Bpamaemoe 3HaueHue:

Ceptuduxkar B Buge 0aiTOBOro Maccuaa.
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5.10 Knacc BicryptPublicKey
Onucanue:

Knacc npeanasnauen asis paboThl C OTKPBITHIM KIIIOUOM B popmaTe bukpunr.

5.10.1 KoHcTpyKTOpbI
5.10.1.1 public BicryptPublicKey (byte[] bicryptPublicKeyBuffer, String keyldent)

Ha3nauenue:

Kouctpykrop mnpeanasHaueH s cosnaHusi obbekra tuma BicryptPublicKey u3 Oydepa c
CepUAIM30BAaHHBIM OTKPBITHIM KJIFOUOM BUKpUMT.

IMapamerpsbr:

bicryptPublicKeyBuffer ~ Owekt Tuna BicryptPublicKey B Buie Maccusa 6aiiTos

keyldent Vnentudukatop Kmoua

IIpumep ucnonb3oBaHus:

BicryptPublicKey pubKey = new BicryptPublicKey(bcryPubKeyBuffer, “TestKey”);

5.10.1.2 public BicryptPublicKey (byte[] x509PublicKeyBuffer, String keyldent,
PublicKeyParamSet paramSet)

Ha3nauenune:

KoHncTpykTop npeanasHaueH Juis co3ganust oObekra tumna BicryptPublicKey Ha ocHOBe oTKpbITOrO
KJroua u3 ceprugukara X509.

IMapameTpsbi:

X509PublicKeyBuffer OTKpBITHIH KITF0Y U3 cepTudukara X.509

keyldent WnentuduxaTtop xiroda

paramSet HaGop mapamerpoB oTkpsITOro KiIfoua (3HaueHue nepeuncieHns PublicKeyParamSet)

IIpumep ucnoIb30BaHuA:
BicryptPublicKey pubKey = new BicryptPublicKey (x509PubKeyBuffer, “TestKey”,
PublicKeyParamSet.B);

5.10.2 MeToabl
5.10.2.1 MpoBepka 3N noa 6110KOM AAHHbIX

boolean checkBuffer (byte[] dataBuffer, byte[] sign)
Ha3znauenue:

Merton nposepsiet D11 sign nox nanusivMu dataBuffer.
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B03BpamaeM0e SHaAYCHHUE:

True, ecniu OI1 kpunrorpaduvecku BepHa, naave — false.

5.10.2.2 MpoBepka 3 noa 6110KkomM ¢ xeww-gaHHbIMU

boolean checkDigest (byte[] digest, byte[] sign)
Ha3nauenue:

Merton mposepsiet D11 sign nmox xem-ganabivu digest.

B03BpamaeM0e JHAYCHHUC:

True, ecnu OI1 kpuntorpaduuecku BepHa, nHaue — false.
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5.11 Knacc BigFilelnfo
Onucanue:

Kiace, conepxammmit nadopmarnuio 06 D11 60abIIMX TaHHBIX.

5.11.1 MeToabl

51111 MonyyeHne ANUHBLI NOANUCaHHbIX AaHHbIX (pa3mep danna ¢ AaHHbIMMK)

long get datal.ength()
Ha3nauenue:

[TosryunTh JJIMHY MOANMCAHHBIX JaHHBIX (pa3Mep 00JbIIoro ¢aiina ¢ JAHHBIMU).

B03BpamaeM0e JHAYCHHUC:

Pazmep daiina.

511.1.2 Mony4yeHne cnucka gaHHbIx no Al

List<SignInfo> get signInfos()
Ha3znavenmue:

Crmcok JAaHHBIX, BKIIIOYAIOMKUX XCHI-JaHHBIC, OIl n I/II[GHTI/I(bI/IKaTOpBI IHOAIIMCAaHTOB.

B03BpamaeM0e SHaAYCHHE:

Cnucok 00wvexToB Signinfo.
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5.12 Knacc Signinfo
Onucanue:

BcnomoratenbHblIi Ki1ace, coaepxaniuii mabopmario 00 D11 60abmMX TaHHBIX.

5.12.1 MeToabl

51211 Mony4yeHune 3HaYeHNA x3aw-pyHKUUKM B cooTBeTcTBUU € FTOCT P34-11-1994

byte[] get digest 1994()
Ha3nauyenune:

[TosryunTs 3HaueHue x31-pyHKuuu B cooTBeTcTBUM ¢ [[OCT P34-11-94.

B03BpamaeM0e JHAYCHHUC:

32 GaiiTa 3HaYeHUSI XAII-QYHKIUH.

5.12.1.2 Mony4yeHune 3Ha4YeHnA x3aw-pyHkuun B coorBetcTBum ¢ NOCT P34-11-2012-256

byte|[] get digest 2012 SHORT()

Haznauenue:

[Tomyuuts 3Hauenue x3ui-pynkuu B coorsetctBuu ¢ 'OCT P34-11-2012-256.
Bo3Bpamaemoe 3HaueHue:

32 Gaiira 3HaYeHUs X3I-(QYHKIINH.

5.121.3 Mony4yeHue 3Ha4yeHnA x3aw-pyHkuun B cootBetcTBUU ¢ NOCT P34-11-2012-512

byte|[] get digest 2012 LONG()
Ha3znauenune:

[TomyuuTts 3HaueHue X3m-pyHkuuu B coorBerctBuu ¢ 'OCT P34-11-2012-512.
Bo3spamaemoe 3Ha4eHune:
64 OaiiTa 3Ha4eHUSI XAII-QYHKIUH.

51214 MonyyeHue 3

byte[] get sign()
Ha3znauenue:

[Tomyunts OII.

BoanpamaeMoe JHAYCHHUC:

64 nnu 128 OaittoB 3Hauenus DI1.
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5.12.1.5 MonyyeHue naeHTudukKaTopa Knrova

byte[] get keyldent()

Ha3nauenue:

[TomyuuTs uaenTudukatop kaoua Jl1.
Bo3Bpamaemoe 3HaueHue:

Crpoxka ¢ ugentupukaropom kiaroua JI1.



